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CHAPTER 14

VISITS AND MEETINGS

1401. GENERAL

1. Basic policy regarding visits and meetings is found in
Chapters 18 and 19 of reference (a).

2. For security purposes, the term visitor applies to:

a. Any person who is not attached to or employed by the
command.

b. Personnel on temporary additional duty.

3. Under no circumstances may personnel handcarry their own
visit request(s) as proof of clearance.

1402. OUTGOING VISITS

1. Visit Requests (Visitor Clearance Data Forms, OPNAV
5521/27, Exhibit 14A) will be completed as proof of clearance for
classified visits by OPNAV, SECNAV and DON Staff Office person-
nel. Cognizant Security Coordinators or Assistants will verify
accuracy of data, sign, and mail visit requests to appropriate
host activities. Emergency visit clearances may be passed by
telephone, provided that this is acceptable to the host activity.
They must be followed-up as soon as possible by hard copies.
Requests for visits between Navy commands may be transmitted by
facsimile machines and must be on official letterhead or OPNAV
5521/27. Visit requests submitted by facsimile machines must
include all of the required information.

2. When access to classified information is required in
connection with a visit to a contractor facility, the Security
Coordinator or Assistant must submit a visit request directly to
the contractor, with an information copy to the appropriate
Defense Investigative Service Regional Director of Industrial
Security (DIS Cognizant Security Office). A list of these
addresses may be found in Appendix C of reference (a).

1403. INCOMING VISITS

1. The OPNAV Security Branch (OP-09B31) is the central point
for receiving and reviewing incoming visit requests from all
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outside activities. Any office receiving visit requests directly —
must forward them to the OPNAV Security Branch (OP-09B31).

a. Incoming visit requests from other DOD or government
organizations must be submitted per the requirements of reference
(a). OP-09B31D will then forward them with a security review
endorsement to the cognizant Security Coordinator (or Assistant)
for further dissemination or final disposition/retention. Visit
requests not prepared per reference (a) will be returned to the
submitting DOD or government organization.

b. Incoming visit requests from contractor facilities
must be submitted per the requirements of the Industrial Security
Manual for Safeguarding Classified Information (ISM) (DOD
5220.22-M) of March 1989 (NOTA.L). OP-09B31C will then forward
them with a security review endorsement to the cognizant Security
Coordinator (or Assistant) for further dissemination or final
disposition/retention. Visit requests not prepared per DOD
5220.22-M of March 1989 (NOTAL) will be returned to the contrac-
tor facility.

2. Before access to classified information may be granted to
a visitor, the host office must:

a. Check visitor identification, i.e. government/
contractor picture ID badge or driversl license.

b. Have on file a valid visit request with the visitor’s
security clearance endorsed by OP-09B31C or OP-09B31D as appli-
cable.

Confirm the visitorls ‘Ineed-to-knowslwith the appro-
priate p%gram/project manager.

NOTE : Refer to Chapter 15 for in-depth information regarding
access by contractor personnel.

1404 ● VISITS TO DEPARTMENT OF ENERGY (DOE) ACTIVITIES

1. Request for Visit or Access Approval (DOE F5631.20),
Exhibit 14B, must be completed for visits to DOE activities and
related contractors. The initiating office will forward the
completed form including a typed addressed envelope to the OPNAV
Security Branch (OP-09B31D) days in advance, to allow sufficient
time for processing and mailing.

14-2



OPNAVINST 551O.6OL

24 r!!i!!1391

2. The “To” address block will be filled in with the address
of the appropriate DOE activity or contractor facility, unless
the visit requires access to weapons related Restricted Data or
Critical Nuclear Weapons Design Information (CNWDI). In such
cases, the requesting office will leave the “Tottblock and the
accompanying envelope blank, to be completed by OP-09B31D.

1405. VISITS BY MEMBERS OF CONGRESS

1. Visits by Members of Congress are normally arranged by
the Office of the Chief of Legislative Affairs or Department of
the Navy officials who will inform the office to be visited of
the general level and disclosure level of classified information.

2. Guidance concerning disclosure of classified information
should be obtained as soon as possible from the Office of the
Chief of Legislative Affairs.

3. Members of Congress, by virtue of their elected status,
do not require DOD security clearances. Certification of
clearance is required, however~ for staff members accompanying a
Member of Congress (See paragraph 23-2 of reference (a)).

1406. VISITS BY REPRESENTATIVES OF THE GENERAL ACCOUNTING OFFICE

Properly cleared and identified representatives of the General
Accounting Office (GAO) may be granted access to classified
Department of the Navy information in the performance of their
assigned duties and responsibilities per paragraph 18-8 of
reference (a).

1407. VISITS BY FOREIGN NATIONALS

1. Policy and procedures for visits by foreign nationals are
described in detail in OPNAVINST 551O.48J (NOTAL). Policy and
procedures for visits of nationals from communist controlled
countries are contained in OPNAVINST C551O.159 (NOTAL).

2. Visits by foreign nationals which will involve substan-
tive technical discussions or the disclosure of classified
information require the approval of the Navy International
Programs Office (Code 10), or an authority specifically delegated
in OPNAVINST 551O.48J (NOTAL).
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1408. CLASSIFIED MEETINGS

1. Any meeting which will involve the disclosure of classi-
fied information must be held at a government installation or
cleared DOD contractor facility.

2. See Chapter 19 of reference (a) and OPNAV NOTICE 5510 of
31 October 1989 for detailed responsibilities for security
sponsorship of classified meetings, specific security procedures
for classified meetings and procedures for obtaining clearance
for non-government attendees.

3. Conference Rooms

Protection of classified information within a con-
ference ~~om is the responsibility of the official sponsoring the
meeting.

b. The official holding a TOP SECRET meeting in a
conference room which is not alarmed will notify the OPNAV
Security Manager (OP-09B31) at least 30 working days in advance
so that a Technical Surveillance Countermeasures Survey (TSCM)
can be scheduled and conducted.

(1) Requests for TSCMS, should state specific room
number and date of meeting and will be classified Secret.
Declassification statement to be placed on your request is:

Classified by OPNAVINST S5513.4C, Encl. (17)
Declassify on OADR

(2) Upon completion of the survey the official
sponsoring the conference is responsible for providing access
control of the conference area until the conference is over.

c. Meetings classified SECRET or above require a monitor
while the conference is in session. Monitors must have a
security clearance equivalent to the classification of material
to be discussed. They must provide access control by ensuring
that personnel attending the conference have clearance equal to
or higher than level of information to be discussed and a ‘tneed-
to-knowQ1.

d. Telephones located in conference rooms shall be
disconnected during classified discussions.

14-4



. 1409. UNCLASSIFIED MEETINGS

1. Material prepared for presentation at unclassified
meetings and instructional courses on subjects concerning sensi-
tive research and operations should be submitted for security
review.

Guidance as to categories of information requiring review
(see2&xhibit 12A of reference (a)) and the administrative proce-
dures for submitting the information for review are found in
SECNAVINST 5720.44A.
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EXHIBIT 14A

VISITOR CLEARANCE DATA FORM
(OPNAV FORM 5521/27)

VISITREQUEST PFIIvACYAOTSTATEMENT ONREVERSE CNECKONE

VISITOR CLEARANCE DATA

0PNAVSS21127 (REV.1-75) SIN O1O7-LF-OS5-=
O REPLY REOUIREO

(SEE CURRENT EDITION OF OPNAVINST. SS1O.I FOR D=AILED INSTRUCTIONS)
❑ REPLY ONLY IF NEGATIVE

FROM GOMKETE AOC+IESSOFREOUES71N13ACTIVllY) OATEW REGUEST

[YOUR COMPLETE MAILING ADDRESS)

.
(COMPLETE MAILING ADDRESS OF ACTIVITY

TO BE VISITED) b

@/JQIJ~b

1
OWIAIW C%VISIT(-RIvE) @EPARTl(~fj~ .TO EXCEED 1 YR) UX3REEWKCESSRWUI-LI

(FIRST DAY OF THE VISIT) (LAST DAY OF VISIT) SECRET
nmPmEc+VISJ7/REMMKS IIFTHE VISITIs 10 A momwmn FACWW, INuuix C9NTISAC7NUDER IF APWI~ IATE)

(INDICATE SPECIFIC PURPOSE.) ALSO INCLUDE CONTRACT NUMBER IF VISITING
A CONTRACTOR.

NAME,MNK.TITLE ~P0S17tON,SW4Al SECIMIWNO
~ NATIONAMW

WEU ONE) Lswlffsmunlw REARASIC.E

JOHN l’.DOE 001-01-0001 02-26-55 US UTUEN

SECURITY SPECIALIST WASH, DC lk041~RA~AUEN
TOP SECRET

U.$C4712EN

IMWOISAN7ALIEN

.U,s CEIUEN

IMMIWSANTALIEN

U.1. CmzEN

IMMIQMNTUIEN

U.S CITIZEN

lMMIQ@ANT ALIEN

U.S C4T12EN

IMMIQMs4T ALIEN

NAME, RANK ANOTITLEW O+FICIALAU7MORUINQVINl ANO CXEARMCE— UONA71AE

CDR ROBERT C. SMITH
$ECURITY COORDINATOR (OP-099)
COPYTO
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EXHIBIT 14B

REQUEST FOR VISIT OR ACCESS APPROVAL

(DOE F5631.20)

~*m*-.r .
- -- —..-. -. .Uawl-?lbc-s-.. — — -.. —

DOEF5M120 U& Dl!PAR12Mw7 of SNEROV
(24?) REOUEET FOR VISITOR ACCE2.2 AFPROVAL
r- ~=n

0$.46CUwOl
mbt10&w9dfa. ~u—tPmOntnl --a) M, lolwme

PART 4.A-

T.: FILL IN (except when access to RD or
ma: FILL IN

CNWDI is required for visit)
*etiw FILL IN (TYPIST)

*“FILL IN
Svw : FILL IN (OFFICE CODE)
Tompka. NO..~emI, FILL IN

llbqdd,tths~m-(db”md ~—k FTS

. ..-
U*T maw.,VBm.r. “9..S mm,.. ..” “

.“ COcta. .*. ”, IT, .“”..” .!-%-= ““m “.. M,.WO. “. . . . . . . . ..” “
. . . . . . . “. .-.. ”..

INCLUDE POSITION TITLE FILI FILL FILL IN ILL IN LEAVE FILL IN
AND INDICATE ALL IN IN BLANK

INFORMATION RSQUIRED

mc 00c1nltvowku V“,V”,* 001

FILL IN 1/1/89-12/31/8
.“ w, .“.”.’.,,

IN
m co”,..WI’?”,“..0-=,.0m.-”{’):
FILL IN
W.*,.*.“.*m”a””“ .“,,”......,,,,.”.”.., -
FILL IN, IF APPLICABLE RB@Jica2

OmofdE~;~;:’;K3
Euwa?n~b#b80a91bme88Wk

FILL IN, IF APPLICABLE

CERTIFICATION FOR FEREONNEL HAVINO 000 CLEARANCE

raAm*htiw~m9:m19dcb9namv*bamMow~ orAwd*tmMm820auall18i##0t~*
—

~m-awlNew
-~bnlmmoll m~

LEAVE BLANK aooo~uwa Ov_ OND+ FILL IN

titi rim.n~ ODOoff-

LEAVE BLANK

(S AR 3$0420; &’%v?&.10SF: N% 21C6+

CERTlfl~TION FOR PERSONNEL HAVINQ 00E CLEARANCE
rAA~aamc~-asaw—ti9hae~ #w
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